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AUDIT REPORT 

Audit of business continuity and disaster recovery planning at UNON 

I. BACKGROUND 

1. The Office of Internal Oversight Services (OIOS) conducted an audit of business continuity and 
disaster recovery planning at the United Nations Office at Nairobi (UNON). 

2. In accordance with its mandate, OIOS provides assurance and advice on the adequacy and 
effectiveness of the United Nations internal control system, the primary objectives of which are to ensure 
(a) efficient and effective operations; (b) accurate financial and operational reporting; (c) safeguarding of 
assets; and (d) compliance with mandates, regulations and rules.  

3. UNON provides administrative support to many United Nations entities located in Kenya. Given 
its role, the Secretary-General stated in his report on business continuity management (A/64/472) that it is 
important that the business continuity plan of UNON be robust. 

4. In 2008, UNON started developing a business continuity plan that was completed in November 
2011 with the formal issuance of the document by the Director-General. In addition to the overall plan, 
specific business continuity plans have been developed for each section of UNON. 

5.   A Business Continuity Planning Unit (BCU) has been established at UNON under the Office of 
the Director of the Division of Administrative Services to ensure the viability of business continuity 
management at UNON.  

6. The Information and Communications Technology Service (ICTS) of UNON provides services, 
including support for business continuity and disaster recovery of information and communications 
technology (ICT) systems to UNON, the United Nations Environment Programme (UNEP), the United 
Nations Human Settlements Programme (UN-HABITAT), and the offices of the United Nations funds 
and programmes hosted in the Nairobi Gigiri compound. ICTS, in cooperation with the Office of 
Information and Communications Technology (OICT) at the United Nations Headquarters (UNHQ), also 
provides infrastructure support for enterprise-wide applications such as the Integrated Management 
Information System (IMIS), Galaxy, electronic performance assessment system (e-PAS), talent 
management system (INSPIRA), electronic mail and the Official Document System (ODS), as well as 
consulting and advisory services to all offices of UNON, UNEP and UN-HABITAT. 

7. Comments provided by UNON are incorporated in italics. 
   

II. OBJECTIVE AND SCOPE  

8. The audit was conducted to assess the adequacy and effectiveness of governance, risk 
management and control processes established at UNON to provide reasonable assurance regarding the 
effectiveness of business continuity and disaster recovery planning.     

9. The audit was selected because of the high risks associated with the continuity of operations of 
the large United Nations community hosted and supported by UNON in Kenya. 
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10.  The key controls tested for the audit were: (a) risk management; (b) disaster recovery and 
business continuity plans; and (c) information technology support systems. For the purpose of this audit, 
OIOS defined these key controls as follows:  

(a) Risk management - controls that provide reasonable assurance that risks relating to 
business continuity and disaster recovery are identified and assessed, and that action is taken to 
mitigate risks. 

(b) Disaster recovery and business continuity plans - controls that provide reasonable 
assurance that disaster recovery and business continuity plans exist to ensure that UNON 
operations can withstand crisis and continue to operate within a reasonable time frame. 

(c) Information technology support systems - controls that provide reasonable assurance 
that UNON ICT systems in support of business continuity and disaster recovery exist and address 
the programmes/functions’ needs. 

11. The key controls were assessed for the control objectives shown in Table 1.  

12. OIOS conducted the audit from 16 May 2012 to 8 August 2012.  The audit covered the period 
from January 2010 to May 2012. 

13. OIOS conducted an activity-level risk assessment to identify and assess specific risk exposures, 
and to confirm the relevance of the selected key controls in mitigating associated risks. Through 
interviews, analytical reviews and tests of controls, OIOS assessed the existence and adequacy of internal 
controls and conducted necessary tests to determine their effectiveness. 

III. AUDIT RESULTS 

14. The UNON governance, risk management and control processes examined were assessed as 
partially satisfactory in providing reasonable assurance regarding the effectiveness of business 
continuity and disaster recovery planning.  OIOS made eight recommendations in the report to address 
issues identified in the audit. UNON developed a business continuity plan and risk assessment, and tested 
the plan with the involvement of critical staff, using key applications, files and data. Specific contingency 
plans were also in place for the incident command system, water shortage, supply of fuel and generators, 
and medical services. However, additional controls needed to be implemented for completing the business 
continuity plan of two offices (Office of the Director-General and Safety and Security Service), 
integrating the continuity requirements of the other United Nations entities co-located in the Gigiri 
compound, developing the ICT disaster recovery plan, completing the details of some of the section 
specific plans, and ensuring the preparedness of the supporting ICT infrastructure. UNON implemented 
three recommendations addressing the control weaknesses pertaining to the periodic review of the 
business continuity plan, the completion of the section-specific plans, and the design and implementation 
of procedures for following-up on test results. 

15. The initial overall rating was based on the assessment of key controls presented in Table 1.  The 
final overall rating is partially satisfactory as implementation of five important recommendations 
remains in progress. 
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Table 1 Assessment of key controls 

Control objectives 

Business 
objective Key controls 

Efficient 
and 

effective 
operations 

Accurate 
financial and 
operational 
reporting 

Safeguarding 
of assets 

Compliance 
with 

mandates, 
regulations 
and rules 

a) Risk management Partially 
satisfactory 

Partially 
satisfactory 

Partially 
satisfactory 

Partially 
satisfactory 

(b) Disaster recovery 
and business 
continuity plan 

Partially 
satisfactory 

Partially 
satisfactory 

Partially 
satisfactory 

Partially 
satisfactory 

Effective business 
continuity and 
disaster recovery 
planning 

b) ICT support 
systems 

Partially 
satisfactory 

Partially 
satisfactory 

Partially 
satisfactory 

Partially 
satisfactory 

A. Risk management 

16. A global UNON business continuity risk assessment is annexed to the UNON business continuity 
plan. In addition, section specific risk assessments were included in the individual business continuity 
plans developed by each organizational unit at UNON. 

17. The global UNON risk assessment was adequately documented and complete with the 
identification of threat categories, existing mitigation measures, remaining vulnerabilities, likelihood, 
impact, risk level and additional mitigation measures needed. The global risk assessment included 18 
risks of which four were considered high level. 

18.  Business continuity plans had been developed in alignment with the security risk assessments, 
considering those risks that could have an impact on UNON’s operations and, therefore, could trigger the 
invocation of a continuity plan. However, the business continuity plan showed that those related to the 
Safety and Security Service and the Office of the Director-General were in progress. 

(1) UNON should complete the risk assessment of the business continuity plans of all Services, 
Sections, and Units. 

UNON accepted recommendation 1 and stated that it has recently completed the business continuity 
plan (BCP) of the Safety and Security Service, and the Office of the Director-General. OIOS 
reviewed the documentation provided by UNON and confirmed the adequacy of the business 
continuity plan of the Safety and Security Service. However, the business continuity plan of the 
Office of the Director-General was in draft form. Therefore, recommendation 1 remains open 
pending receipt of the final BCP of the Office of the Director-General. 

B. Disaster recovery and business continuity plans 

Global business continuity plan of UNON

19. Business continuity focuses on planning for the continuity of the non-ICT operations required to 
ensure that an organization can continue its critical functions under all circumstances. Disaster recovery 
relates to planning for resumption of the functioning of the ICT infrastructure after a disruption. While 
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business continuity planning relies heavily on disaster recovery, its scope extends beyond disaster 
recovery. 

20. A comprehensive BCP was in place for UNON, complemented by specific plans for each 
organizational unit. The BCP of UNON was well defined and structured with adequate details for the 
preparation, response and post event phases, as well as the maintenance of the plan. However, some 
control weaknesses were noted with regard to: (i) absence of a local disaster recovery plan; (ii) partial 
coverage of continuity requirements of other entities co-located in the Gigiri compound; (iii) estimation of 
all costs associated with the BCP; and (iv) need to conduct periodic reviews of the continuity plan. With 
regard to the cost estimates, UNON stated that this part of the plan will be addressed separately, in a 
different document. 

(2) UNON should, in coordination with the Office of Information and Communications 
Technology, complement its business continuity plan with a local disaster recovery plan. 

(3) UNON should conduct a consultative exercise with the entities co-located in the Gigiri 
compound (UNEP, UN-Habitat, and the other field offices of the United Nations funds and 
programmes) and integrate their continuity requirements and corresponding measures in 
the comprehensive business continuity plan. 

(4) UNON should conduct a periodic review of the business continuity plan in accordance with 
the provisions defined for the maintenance of the plan.  

UNON accepted recommendation 2 and stated that it has contacted OICT to seek their assistance. 
Recommendation 2 remains open pending receipt of the local disaster recovery plan of UNON. 

UNON accepted recommendation 3 and stated that a consultative exercise has been conducted and 
follow-up actions with funds, programmes and agencies are ongoing. When responses are received, 
UNON will coordinate with the entities to ensure alignment between their respective BCPs, and that 
any inter-dependencies are adequately addressed. UNON raised concerns about: (i) the low 
response rate of the entities involved; (ii) the challenges in planning and interacting with all 
interested parties due to the absence of a Secretariat-wide standard BCP framework; (iii) 
inadequate focus; and (iv) lack of standard terminology. UNON has developed its own business 
continuity plan taking into account the services provided. When the business continuity plan of the 
other entities are received, necessary adjustments will be made to the business continuity plan. 
Recommendation 3 remains open pending receipt of the results of the consultative process started by 
UNON with the other entities of the Gigiri compound for integrating their continuity requirements in 
the UNON business continuity plan.

UNON accepted recommendation 4 and implemented it. OIOS reviewed and confirmed the 
adequacy of the updated documentation provided by UNON. Accordingly, recommendation 4 has 
been closed.

Section specific business continuity plans

21.  In addition to the UNON global business continuity plan, specific plans were documented for 
each organizational entity. A detailed analysis of these specific plans showed that there were cases in 
which information was not complete (i.e., number of staff; number of critical function holders; risk 
assessments; communication trees; etc.). 
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(5) UNON should review the section specific business continuity plans to ensure that they are 
complete with all the information required. 

UNON accepted recommendation 5 and stated that it has completed the information of the section 
specific business continuity plans. OIOS reviewed and confirmed the adequacy of the updated 
documentation provided by UNON. Accordingly, recommendation 5 has been closed.

Contingency plans

22. In addition to the global and section specific business continuity plans, a series of contingency 
plans were in place. However, some of these plans were either in draft form or lacked some information, 
as in the case of the Kenya security plan developed by the Safety and Security Service; the incident 
command system; the water shortage at the Gigiri compound; and the supply of fuel/generators.  

(6) UNON should finalize and formalize all the contingency plans currently in draft version 
pertaining to the Kenya security plan, incident command system, water shortage, and 
supply of fuel/generators. 

UNON accepted recommendation 6 and stated that all referenced contingency plans are complete. 
The Kenya security plan that includes UNON was approved by the Senior Management Team in 
February 2012.  The incident command system was approved in May 2012.  Both the water 
contingency and electrical mitigation plans were recently reviewed, signed and submitted. 
Recommendation 6 remains open pending receipt of the approved and updated version pertaining to 
the Kenya security plan, incident command system, water and supply of fuel/generators.

Testing of the BCP

23. UNON conducted a telecommuting test in February 2011, with the objective to pilot a one day 
remote office experience to: (i) identify potential issues and gaps hindering effective work from remote 
location; (ii) assess the adequacy of the tools and guidance available to staff; and (iii) provide a basis from 
which to develop the business continuity telecommuting project and determine needs for training, 
equipment, policies, and further testing.

24. The results of the tests were prepared with adequate details regarding follow-up recommendations 
and actions to be taken, responsible officers and follow-up timeline. These follow-up actions included the 
acquisition of additional laptops and remote devices for telecommuting, organizing transversal testing, 
completing office remote handbooks, and appointing staff of ICTS to facilitate the telecommuting project. 
However, a report to monitor and confirm the progress made in the completion of the follow-up actions 
was not prepared.

(7) UNON should design and implement procedures for ensuring that follow-up actions 
identified as a result of the business continuity testing are monitored for progress and 
completion. 

UNON accepted recommendation 7 and stated that it conducts adequate testing and follow-up is done 
as necessary.  The test referenced within the report is not the only one conducted, and evidence of 
other tests and follow up conducted has been provided with this response. OIOS reviewed the 
additional evidence provided by UNON, documenting the follow-up actions taken for the remote 
office communication, minutes of the telecommuting committee, communication tree test report, and 





A
N

N
E

X
 I 

ST
A

T
U

S 
O

F 
A

U
D

IT
 R

E
C

O
M

M
E

N
D

A
T

IO
N

S 

A
ss

ig
nm

en
t N

o.
 A

T
20

12
/2

10
/0

1 
– 

A
ud

it 
of

 b
us

in
es

s c
on

tin
ui

ty
 a

nd
 d

is
as

te
r 

re
co

ve
ry

 p
la

nn
in

g 
at

 U
N

O
N

 

R
ec

om
. 

no
. 

R
ec

om
m

en
da

tio
n 

C
ri

tic
al

1 / 
Im

po
rt

an
t2

C
/ 

O
3

A
ct

io
ns

 n
ee

de
d 

to
 c

lo
se

 r
ec

om
m

en
da

tio
n 

Im
pl

em
en

ta
tio

n 
da

te
4

1 
U

N
O

N
 s

ho
ul

d 
co

m
pl

et
e 

th
e 

ris
k 

as
se

ss
m

en
t o

f 
th

e 
bu

si
ne

ss
 c

on
tin

ui
ty

 p
la

ns
 o

f 
al

l S
er

vi
ce

s, 
Se

ct
io

ns
, 

an
d 

U
ni

ts
. 

Im
po

rta
nt

 
O

 
R

ec
om

m
en

da
tio

n 
1 

re
m

ai
ns

 
op

en
 

pe
nd

in
g 

re
ce

ip
t o

f t
he

 B
C

P 
of

 th
e 

O
ff

ic
e 

of
 th

e 
D

ire
ct

or
-

G
en

er
al

. 

D
ec

 2
01

2 

2 
U

N
O

N
 s

ho
ul

d,
 i

n 
co

or
di

na
tio

n 
w

ith
 t

he
 O

ff
ic

e 
of

 
In

fo
rm

at
io

n 
an

d 
C

om
m

un
ic

at
io

ns
 

Te
ch

no
lo

gy
, 

co
m

pl
em

en
t 

its
 b

us
in

es
s 

co
nt

in
ui

ty
 p

la
n 

w
ith

 a
 

lo
ca

l d
is

as
te

r r
ec

ov
er

y 
pl

an
. 

Im
po

rta
nt

 
O

 
R

ec
om

m
en

da
tio

n 
2 

re
m

ai
ns

 o
pe

n 
pe

nd
in

g 
re

ce
ip

t o
f t

he
 lo

ca
l d

is
as

te
r r

ec
ov

er
y 

pl
an

. 
D

ec
 2

01
2 

3 
U

N
O

N
 s

ho
ul

d 
co

nd
uc

t a
 c

on
su

lta
tiv

e 
ex

er
ci

se
 w

ith
 

th
e 

en
tit

ie
s 

co
-lo

ca
te

d 
in

 
th

e 
G

ig
iri

 
co

m
po

un
d 

(U
N

EP
, U

N
-H

ab
ita

t, 
an

d 
th

e 
ot

he
r 

fie
ld

 o
ff

ic
es

 o
f 

th
e 

U
ni

te
d 

N
at

io
ns

 f
un

ds
 a

nd
 p

ro
gr

am
m

es
) 

an
d 

in
te

gr
at

e 
th

ei
r 

co
nt

in
ui

ty
 

re
qu

ire
m

en
ts

 
an

d 
co

rr
es

po
nd

in
g 

m
ea

su
re

s 
in

 
th

e 
co

m
pr

eh
en

si
ve

 
bu

si
ne

ss
 c

on
tin

ui
ty

 p
la

n.
 

Im
po

rta
nt

 
O

 
R

ec
om

m
en

da
tio

n 
3 

re
m

ai
ns

 
op

en
 

pe
nd

in
g 

re
ce

ip
t o

f 
th

e 
re

su
lts

 o
f 

th
e 

co
ns

ul
ta

tiv
e 

pr
oc

es
s 

st
ar

te
d 

by
 U

N
O

N
 w

ith
 t

he
 o

th
er

 e
nt

iti
es

 o
f 

th
e 

G
ig

iri
 c

om
po

un
d 

fo
r 

in
te

gr
at

in
g 

th
ei

r 
co

nt
in

ui
ty

 
re

qu
ire

m
en

ts
 in

 th
e 

U
N

O
N

 B
C

P.
 

D
ec

 2
01

2 

4 
U

N
O

N
 s

ho
ul

d 
co

nd
uc

t 
a 

pe
rio

di
c 

re
vi

ew
 o

f 
th

e 
bu

si
ne

ss
 c

on
tin

ui
ty

 p
la

n 
in

 a
cc

or
da

nc
e 

w
ith

 t
he

 
pr

ov
is

io
ns

 d
ef

in
ed

 fo
r t

he
 m

ai
nt

en
an

ce
 o

f t
he

 p
la

n.

Im
po

rta
nt

 
C

 
 

5 
U

N
O

N
 s

ho
ul

d 
re

vi
ew

 th
e 

se
ct

io
n 

sp
ec

ifi
c 

bu
si

ne
ss

 
co

nt
in

ui
ty

 p
la

ns
 t

o 
en

su
re

 t
ha

t 
th

ey
 a

re
 c

om
pl

et
e 

w
ith

 a
ll 

th
e 

in
fo

rm
at

io
n 

re
qu

ire
d.

 

Im
po

rta
nt

 
C

 
 

6 
U

N
O

N
 

sh
ou

ld
 

fin
al

iz
e 

an
d 

fo
rm

al
iz

e 
al

l 
th

e 
Im

po
rta

nt
 

O
 

R
ec

om
m

en
da

tio
n 

6 
re

m
ai

ns
 

op
en

 
pe

nd
in

g 
D

ec
 2

01
2 

   
   

   
   

   
   

   
   

   
   

   
   

   
   

   
   

1  C
rit

ic
al

 re
co

m
m

en
da

tio
ns

 a
dd

re
ss

 si
gn

ifi
ca

nt
 a

nd
/o

r p
er

va
si

ve
 d

ef
ic

ie
nc

ie
s o

r w
ea

kn
es

se
s i

n 
go

ve
rn

an
ce

, r
is

k 
m

an
ag

em
en

t o
r i

nt
er

na
l c

on
tro

l p
ro

ce
ss

es
, s

uc
h 

th
at

 re
as

on
ab

le
 a

ss
ur

an
ce

 c
an

no
t b

e 
pr

ov
id

ed
 re

ga
rd

in
g 

th
e 

ac
hi

ev
em

en
t o

f c
on

tro
l a

nd
/o

r b
us

in
es

s o
bj

ec
tiv

es
 u

nd
er

 re
vi

ew
. 

2  Im
po

rta
nt

 re
co

m
m

en
da

tio
ns

 a
dd

re
ss

 im
po

rta
nt

 d
ef

ic
ie

nc
ie

s o
r w

ea
kn

es
se

s i
n 

go
ve

rn
an

ce
, r

is
k 

m
an

ag
em

en
t o

r i
nt

er
na

l c
on

tro
l p

ro
ce

ss
es

, s
uc

h 
th

at
 re

as
on

ab
le

 
as

su
ra

nc
e 

m
ay

 b
e 

at
 ri

sk
 re

ga
rd

in
g 

th
e 

ac
hi

ev
em

en
t o

f c
on

tro
l a

nd
/o

r b
us

in
es

s o
bj

ec
tiv

es
 u

nd
er

 re
vi

ew
.

3  C
 =

 c
lo

se
d,

 O
 =

 o
pe

n 
 

4  D
at

e 
pr

ov
id

ed
 b

y 
[c

lie
nt

] i
n 

re
sp

on
se

 to
 re

co
m

m
en

da
tio

ns
. [

In
se

rt 
“I

m
pl

em
en

te
d”

 w
he

re
 re

co
m

m
en

da
tio

n 
is

 c
lo

se
d;

 (i
m

pl
em

en
ta

tio
n 

da
te

) g
iv

en
 b

y 
th

e 
cl

ie
nt

.] 



2

R
ec

om
. 

no
. 

R
ec

om
m

en
da

tio
n 

C
ri

tic
al

1 / 
Im

po
rt

an
t2

C
/ 

O
3

A
ct

io
ns

 n
ee

de
d 

to
 c

lo
se

 r
ec

om
m

en
da

tio
n 

Im
pl

em
en

ta
tio

n 
da

te
4

co
nt

in
ge

nc
y 

pl
an

s 
cu

rr
en

tly
 

in
 

dr
af

t 
ve

rs
io

n 
pe

rta
in

in
g 

to
 t

he
 K

en
ya

 s
ec

ur
ity

 p
la

n,
 i

nc
id

en
t 

co
m

m
an

d 
sy

st
em

, 
w

at
er

 s
ho

rta
ge

, 
an

d 
su

pp
ly

 o
f 

fu
el

/g
en

er
at

or
s. 

re
ce

ip
t 

of
 t

he
 a

pp
ro

ve
d 

an
d 

up
da

te
d 

K
en

ya
 

se
cu

rit
y 

pl
an

, 
in

ci
de

nt
 c

om
m

an
d 

sy
st

em
, 

w
at

er
 

an
d 

su
pp

ly
 o

f f
ue

l/g
en

er
at

or
s. 

7 
U

N
O

N
 s

ho
ul

d 
de

si
gn

 a
nd

 i
m

pl
em

en
t 

pr
oc

ed
ur

es
 

fo
r 

en
su

rin
g 

th
at

 f
ol

lo
w

-u
p 

ac
tio

ns
 i

de
nt

ifi
ed

 a
s 

a 
re

su
lt 

of
 

th
e 

bu
si

ne
ss

 
co

nt
in

ui
ty

 
te

st
in

g 
ar

e 
m

on
ito

re
d 

fo
r p

ro
gr

es
s a

nd
 c

om
pl

et
io

n.
 

Im
po

rta
nt

 
C

 
 

8 
U

N
O

N
 s

ho
ul

d 
en

su
re

 t
ha

t 
th

e 
In

fo
rm

at
io

n 
an

d 
C

om
m

un
ic

at
io

ns
 T

ec
hn

ol
og

y 
Se

ct
io

n 
im

pl
em

en
ts

 
ad

di
tio

na
l c

on
tro

ls
 fo

r e
ns

ur
in

g 
th

e 
co

nt
in

ui
ty

 o
f i

ts
 

op
er

at
io

ns
 b

y:
 (i

) e
st

ab
lis

hi
ng

 a
n 

of
f-

si
te

 s
to

ra
ge

 o
f 

ba
ck

up
 ta

pe
s;

 (
ii)

 in
st

al
lin

g 
fir

e 
pr

oo
f 

sa
fe

s 
an

d 
an

 
ad

eq
ua

te
 d

oo
r i

n 
th

e 
to

w
er

 h
ou

se
 st

or
ag

e 
ro

om
; (

iii
) 

in
st

al
lin

g 
a 

C
C

TV
 s

ys
te

m
 f

or
 e

nt
ry

 a
nd

 e
xi

t p
oi

nt
s 

of
 

se
cu

re
 

ar
ea

s;
 

(iv
) 

do
cu

m
en

tin
g 

he
lp

de
sk

 
pr

oc
ed

ur
es

 f
or

 d
at

a 
re

st
or

at
io

n;
 (

v)
 i

m
pl

em
en

tin
g 

ac
tiv

e 
di

re
ct

or
y 

to
 

re
pl

ac
e 

th
e 

cu
rr

en
t 

au
th

en
tic

at
io

n 
se

rv
er

 
(S

am
ba

); 
(v

i) 
te

st
in

g 
th

e 
fa

ilo
ve

r 
of

 
th

e 
In

te
rn

et
 

co
nn

ec
tio

n;
 

(v
ii)

 
im

pl
em

en
tin

g 
th

e 
U

ni
te

d 
N

at
io

ns
 s

ta
nd

ar
d 

fo
r d

is
k-

to
-d

is
k-

to
-ta

pe
 b

ac
ku

p 
so

lu
tio

n;
 (v

iii
) c

on
fig

ur
in

g 
a 

se
cu

re
 p

ro
to

co
l f

or
 th

e 
as

se
t 

tra
ck

in
g 

m
an

ag
em

en
t 

sy
st

em
 “

H
ar

dc
at

”;
 a

nd
 (

ix
) 

ac
qu

iri
ng

 fo
ur

 a
lte

rn
at

e 
se

rv
er

s (
H

PU
X

). 

Im
po

rta
nt

 
O

 
R

ec
om

m
en

da
tio

n 
8 

re
m

ai
ns

 
op

en
 

pe
nd

in
g 

re
ce

ip
t 

of
 

th
e 

ev
id

en
ce

 
co

nf
irm

in
g 

th
e 

co
m

pl
et

io
n 

of
 th

e 
ac

tio
ns

 in
iti

at
ed

 b
y 

U
N

O
N

 fo
r 

en
su

rin
g 

th
e 

co
nt

in
ui

ty
 o

f 
its

 I
C

T 
sy

st
em

s 
an

d 
op

er
at

io
ns

.  

31
 D

ec
. 2

01
3 


